
GENERAL SERVICES ADMINISTRATION 

Federal Acquisition Service 

Authorized Federal Supply Schedule FSS Price List 

On-line access to contract ordering information, terms and conditions, up-to-date pricing, and the option to 

create an electronic delivery order are available through GSA Advantage!®, a menu-driven database system. 

The INTERNET address GSA Advantage!® is: GSAAdvantage.gov. 

Multiple Award Schedule 

FSC GROUP: Professional Services FSC CLASS: DA01

CONTRACT# 47QTCA23D000J 

Contract Period: Oct 17 2022 – Oct 16 2027 

Contractor: Castillo Technologies LLC 
dba Cloud Computing Technologies 

6401 W Post Rd 

Chandler AZ 85226 

Telephone: 602-443-6800 x105 

Web Site: https://cloudcomputingtechnologies.com 

Contact: Dr. Alan F. Castillo, President  

alan.castillo@cloudcomputingtechnologies.com 

Business Size: Small 

Certifications: SDVOSB, SDB 

For more information on ordering on ordering go to the following website: https://www.gsa.gov/schedules. 

Price list current as of Mod # PS-0004 Effective Aug 30th 2023
Prices Shown Herein are Net (discount deducted) 

https://www.gsa.gov/schedules


CUSTOMER INFORMATION 

1a. Table of awarded special item number(s) with appropriate cross-reference to item descriptions and 

awarded price(s). 

SIN/NAICSs SIN/NAICS Title 

518210C Cloud Computing and Cloud Related IT Professional 

Services 

54151HACS  Highly Adaptive Cybersecurity Services (HACS) 

54151S IT Professional Services 

1b. Identification of the lowest priced model number and lowest unit price for that model for each 

special item number awarded in the contract. This price is the Government price based on a unit of one, 

exclusive of any quantity/dollar volume, prompt payment, or any other concession affecting price. Those 

contracts that have unit prices based on the geographic location of the customer, should show the range 

of the lowest price, and cite the areas to which the prices apply. 

OFFERED PRICING 

NAICS/SIN LABOR CATEGORY GSA RATE W/IFF 

54151S Security Engineer $95.72 

54151S IT Consultant $81.12 

518210C Cloud Senior DevSecOps Consultant $143.62 

518210C Cloud DevSecOps Engineer I $71.79 

518210C Cloud Senior Microservices Consultant $129.41 

54151HACS Principal Security Architect $153.15 



1c. If the Contractor is proposing hourly rates, a description of all corresponding commercial job 

titles, experience, functional responsibility and education for those types of employees or 

subcontractors who will perform services shall be provided. If hourly rates are not applicable, 

indicate “Not applicable” for this item. 

LABOR CATEGORY DESCRIPTIONS 

Position Title Security Engineer 

Minimum Years of Experience 7 

Functional Responsibilities Develops and implements information assurance/security 

standards and procedures. Coordinates, develops, and 

evaluates security programs for an organization. 

Recommends information assurance/security solutions to 

support customers' requirements. Identifies, reports, and 

resolves security violations. Analyzes general information 

assurance-related technical problems and provides basic 

engineering and technical support in solving these 

problems. Provides specialized cybersecurity knowledge 

and expertise to identify threats and manage risks from the 

adoption of new technologies including cloud, zero trust 

networking (ZTN); software defined networking (SDN), 

APIs, Data Analytics, and Dominance. Provides 

specialized knowledge and expertise with the NIST 

publications and requirements. 

Minimum Education Bachelors Degree in related field 

Position Title IT Consultant 

Minimum Years of Experience 5 

Functional Responsibilities Professional providing General IT assistance to help customers 

achieve a specific solution related to the organization’s 

utilization of information technology products and services. 

Demonstrates exceptional oral and written communication 

skills.  Can perform minor tasks under supervision.   

Minimum Education Bachelors Degree in related field 



Position Title Cloud Senior DevSecOps Consultant 

Minimum Years of Experience 15 

Functional Responsibilities Knowledgeable of all available cloud and on premises 

technologies and can move rapidly from ideation to continuous 

iteration enabling the rapid delivery of capabilities. Assists and 

directs other cloud teams, ensuring that all technologies work 

effectively together to improve IT solution cloud performance, 

and processes change requests. Responsible for limiting 

redundancy in applications and technology designs. Has 

advanced level knowledge of cloud and Dev/Ops domains. 

Minimum Education Bachelors Degree in related field 

Position Title Cloud DevSecOps Engineer I 

Minimum Years of Experience 5 

Functional Responsibilities Provides support planning, coordination, and implementation of 

the organization’s cloud information security program. Provides 

support for facilitating and helping agencies identify their 

current security infrastructure and define future programs. 

Designs and implements Security Operations Center (SOC) best 

practices. Implements tools for insider threat, root cause 

analysis, and oversees aggregation of system logs and user 

activities. Responsible for implementing and Responsible for 

implementing and managing security policies and access control 

for the cloud environment. Supports implementation and 

management of encryption for data at rest and data in transit. 

Has a working knowledge of several of the following areas: 

understanding of business cyber security practices and 

procedures; knowledge of current cyber security tools available; 

hardware/software firewalls and their implementation; different 

communication protocols; encryption techniques/tools; and 

familiar with commercial products and current Internet and 

electronic commerce technology. 

Minimum Education Bachelors Degree in related field 

Position Title Cloud Senior Microservices Consultant 

Minimum Years of Experience 15 

Functional Responsibilities Provides IT consulting services by drawing upon observed best 

practices and industry standards. Possesses domain specific 

experience with specific IT systems, 

methodologies, or technologies such as but not limited to 

automation, microservices, or API, Cloud Management, 

databases/data warehouses, or web applications, etc.  

Minimum Education Bachelors Degree in related field 



Position Title Principal Security Architect 

Minimum Years of Experience 15 

Functional Responsibilities Provides technical experience in Cybersecurity and Information 

Technology, ideally in individual contributor and leadership 

roles.  Supports cyber security implementations within an IT 

operating environment.  Works with threat intelligence and 

security operations organizations in response to the latest 

security threats.  Develops cyber defense strategy including 

multiple layers of defense.  Provides senior role experience in 

medium sized to large teams.  Leads complex IT and 

information assurance projects.  Possesses experience with 

different privacy concerns to include areas like NIST, HIPAA, 

HITECH, CCPA and GDPR.  Possesses knowledge of 

cybersecurity governance, design, and operations.  Technical 

expert at cyber security architecture and engineering.  Acts as an 

evangelist to ensure effective security controls are built-in to IT, 

Applications, and architecture framework focusing on Data 

Protection and Endpoint.  Interfaces with multiple Line of 

Business CIOs to develop and support innovative security 

solutions to minimize risk and streamline business processes.  

Provides Subject Matter Expertise in multiple security domains, 

research and development of standards with industry best 

practices. 

Minimum Education Bachelors Degree in related field 

SUBSTITUTION OF EDUCATION & EXPERIENCE 

• Bachleors Degree can be substituted with an Associates Degree plus 2 years of additional

experience.

• Bachleors Degree can be substituted with a High School Diploma or GED plus 4 years of additional

experience

2. Maximum Order: $500,000

3. Minimum Order: $100.00

4. Geographic Coverage (Delivery Area): Worldwide



5. Point of production: Same as company address

6. Discount from list prices: GSA Net Prices (discounts already deducted)

7. Quantity Discounts: 3% additional discount for orders greater than or equal to $500,000

8. Prompt Payment Terms: Information for Ordering Offices: Prompt payment terms cannot be negotiated out

of the contractual agreement in exchange for other concessions. 1% 10, Net 30. 

9. Foreign Items: None

   10a.  Time of Delivery: As agreed in each task/delivery order 

   10b.   Expedited Delivery: Contact Contractor 

    10c.  Overnight and 2-day Delivery: Contact Contractor 

    10d.  Urgent Requirements: Contact Contractor 

11. F.O.B. Point(s): Destination

     12a.  Ordering Address:  Same as company address 

12b.  Ordering procedures:  See Federal Acquisition Regulation (FAR) 8.405-3

13. Payment address(es): Same as company address.

14. Warranty provision. Standard 1 Year Warranty

15. Export packing charges, if applicable. N/A

16. Terms and conditions of rental, maintenance, and repair (if applicable) N/A

17. Terms and conditions of installation (if applicable). N/A

        18a.  Terms and conditions of repair parts indicating date of parts price lists and any discounts from list prices (if  

applicable). N/A 

       18b. Terms and conditions for any other services (if applicable) N/A 

19. List of service and distribution points (if applicable): Same as company address.

20. List of participating dealers (if applicab1e). N/A

21. Preventive maintenance (if applicable). N/A

       22a. Special attributes such as environmental attributes (e.g., recycled content, energy efficiency, and/or 

reduced pollutants) N/A 



22b.  If applicable, indicate that Section 508 compliance information is available for the information and
           communications technology (ICT) products and services and show where full details can be found (e.g.
           contractor’s website or other location.) ICT accessibility standards can be found at:
           https://www.Section508.gov/: N/A

23. Unique Entity Identifier (UEI) Number: GJH3KYQ64BW9

24. Notification regarding registration in the System For Award Management (SAM).

• Castillo Technologies LLC has a valid and active SAM registration

Service Contract Labor Standards: The Service Contract Labor Standards (SCLS), formerly known as the Service  
Contract Act (SCA), is applicable to this contract as it applies to the entire Multiple Award Schedule (MAS) and all 
services provided. While no specific labor categories have been identified as being subject to SCLS/SCA due to 
exemptions for professional employees (FAR 22.1101, 22.1102 and 29 CRF 541.300), this contract still maintains the 
provisions and protections for SCLS/SCA eligible labor categories. If and / or when the contractor adds SCLS/SCA 
labor categories to the contract through the modification process, the contractor must inform the Contracting Officer 
and  establish a SCLS/SCA matrix identifying the GSA labor category titles, the occupational code, SCLS/SCA labor 
category titles and the applicable WD number. Failure to do so may result in cancellation of the contract. 

http://www.section508.gov/



